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Router Security Strategies: Securing IP Network Traffic Planes provides a
compre-hensive approach to understand and implement IP traffic plane
separation and protection on IP routers. This book details the distinct traffic
planes of IP networks and the advanced techniques necessary to operationally
secure them. This includes the data, control, management, and services planes
that provide the infrastructure for IP networking. 
 
The first section provides a brief overview of the essential components of the
Internet Protocol and IP networking. At the end of this section, you will
understand the fundamental principles of defense in depth and breadth security as
applied to IP traffic planes. Techniques to secure the IP data plane, IP control
plane, IP management plane, and IP services plane are covered in detail in the
second section.
 
The final section provides case studies from both the enterprise network and the
service provider network perspectives. In this way, the individual IP traffic plane
security techniques reviewed in the second section of the book are brought
together to help you create an integrated, comprehensive defense in depth and
breadth security architecture.
 
“Understanding and securing IP traffic planes are critical to the overall security
posture of the IP infrastructure.  The techniques detailed in this book provide
protection and instrumentation enabling operators to understand and defend
against attacks. As the vulnerability economy continues to mature, it is critical
for both vendors and network providers to collaboratively deliver these
protections to the IP infrastructure.”
–Russell Smoak, Director, Technical Services, Security Intelligence Engineering,
Cisco
 
Gregg Schudel, CCIE® No. 9591, joined Cisco in 2000 as a consulting system
engineer supporting the U.S. service provider organization. Gregg focuses on IP
core network security architectures and technology for interexchange carriers and
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web services providers.
 
David J. Smith, CCIE No. 1986, joined Cisco in 1995 and is a consulting system
engineer supporting the service provider organization. David focuses on IP core
and edge architectures including IP routing, MPLS technologies, QoS,
infrastructure security, and network telemetry.
 

Understand the operation of IP networks and routers●

Learn about the many threat models facing IP networks, Layer 2 Ethernet●

switching environments, and IPsec and MPLS VPN services

Learn how to segment and protect each IP traffic plane by applying defense in●

depth and breadth principles

Use security techniques such as ACLs, rate limiting, IP Options filtering, uRPF,●

QoS, RTBH, QPPB, and many others to protect the data plane of IP and
switched Ethernet networks

Secure the IP control plane with rACL, CoPP, GTSM, MD5, BGP and ICMP●

techniques and Layer 2 switched Ethernet-specific techniques
Protect the IP management plane with password management, SNMP, SSH,●

NTP, AAA, as well as other VPN management, out-of-band management, and
remote access management techniques

Secure the IP services plane using recoloring, IP fragmentation control, MPLS●

label control, and other traffic classification and process control techniques

 This security book is part of the Cisco Press® Networking Technology Series.
Security titles from Cisco Press help networking professionals secure critical data
and resources, prevent and mitigate network attacks, and build end-to-end self-
defending networks.
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Router Security Strategies: Securing IP Network Traffic Planes provides a compre-hensive approach to
understand and implement IP traffic plane separation and protection on IP routers. This book details the
distinct traffic planes of IP networks and the advanced techniques necessary to operationally secure them.
This includes the data, control, management, and services planes that provide the infrastructure for IP
networking. 
 
The first section provides a brief overview of the essential components of the Internet Protocol and IP
networking. At the end of this section, you will understand the fundamental principles of defense in depth
and breadth security as applied to IP traffic planes. Techniques to secure the IP data plane, IP control plane,
IP management plane, and IP services plane are covered in detail in the second section.
 
The final section provides case studies from both the enterprise network and the service provider network
perspectives. In this way, the individual IP traffic plane security techniques reviewed in the second section of
the book are brought together to help you create an integrated, comprehensive defense in depth and breadth
security architecture.
 
“Understanding and securing IP traffic planes are critical to the overall security posture of the IP
infrastructure.  The techniques detailed in this book provide protection and instrumentation enabling
operators to understand and defend against attacks. As the vulnerability economy continues to mature, it is
critical for both vendors and network providers to collaboratively deliver these protections to the IP
infrastructure.”
–Russell Smoak, Director, Technical Services, Security Intelligence Engineering, Cisco
 
Gregg Schudel, CCIE® No. 9591, joined Cisco in 2000 as a consulting system engineer supporting the U.S.
service provider organization. Gregg focuses on IP core network security architectures and technology for
interexchange carriers and web services providers.
 
David J. Smith, CCIE No. 1986, joined Cisco in 1995 and is a consulting system engineer supporting the
service provider organization. David focuses on IP core and edge architectures including IP routing, MPLS
technologies, QoS, infrastructure security, and network telemetry.
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Secure the IP control plane with rACL, CoPP, GTSM, MD5, BGP and ICMP techniques and Layer 2●

switched Ethernet-specific techniques
Protect the IP management plane with password management, SNMP, SSH, NTP, AAA, as well as other●
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Editorial Review

From the Back Cover
"Router Security Strategies: Securing IP Network Traffic Planes" provides a compre-hensive approach to
understand and implement IP traffic plane separation and protection on IP routers. This book details the
distinct traffic planes of IP networks and the advanced techniques necessary to operationally secure them.
This includes the data, control, management, and services planes that provide the infrastructure for IP
networking. The first section provides a brief overview of the essential components of the Internet Protocol
and IP networking. At the end of this section, you will understand the fundamental principles of defense in
depth and breadth security as applied to IP traffic planes. Techniques to secure the IP data plane, IP control
plane, IP management plane, and IP services plane are covered in detail in the second section. The final
section provides case studies from both the enterprise network and the service provider network perspectives.
In this way, the individual IP traffic plane security techniques reviewed in the second section of the book are
brought together to help you create an integrated, comprehensive defense in depth and breadth security
architecture. "Understanding and securing IP traffic planes are critical to the overall security posture of the
IP infrastructure. The techniques detailed in this book provide protection and instrumentation enabling
operators to understand and defend against attacks. As the vulnerability economy continues to mature, it is
critical for both vendors and network providers to collaboratively deliver these protections to the IP
infrastructure." -Russell Smoak, Director, Technical Services, Security Intelligence Engineering, Cisco
Gregg Schudel, CCIE(R) No. 9591, joined Cisco in 2000 as a consulting system engineer supporting the U.S.
service provider organization. Gregg focuses on IP core network security architectures and technology for
interexchange carriers and web services providers. David J. Smith, CCIE No. 1986, joined Cisco in 1995 and
is a consulting system engineer supporting the service provider organization. David focuses on IP core and
edge architectures including IP routing, MPLS technologies, QoS, infrastructure security, and network
telemetry.

Understand the operation of IP networks and routers●

Learn about the many threat models facing IP networks, Layer 2 Ethernet switching environments, and●

IPsec and MPLS VPN services

Learn how to segment and protect each IP traffic plane by applying defense in depth and breadth principles●

Use security techniques such as ACLs, rate limiting, IP Options filtering, uRPF, QoS, RTBH, QPPB, and●

many others to protect the data plane of IP and switched Ethernet networks

Secure the IP control plane with rACL, CoPP, GTSM, MD5, BGP and ICMP techniques and Layer 2●

switched Ethernet-specific techniques
Protect the IP management plane with password management, SNMP, SSH, NTP, AAA, as well as other●

VPN management, out-of-band management, and remote access management techniques

Secure the IP services plane using recoloring, IP fragmentation control, MPLS label control, and other●

traffic classification and process control techniques

This security book is part of the Cisco Press(R) Networking Technology Series. Security titles from Cisco
Press help networking professionals secure critical data and resources, prevent and mitigate network attacks,
and build end-to-end self-defending networks.
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experimental ATM switches. David holds an MS in information networking from Carnegie Mellon
University, and a BS in computer engineering from Lehigh University. David can be contacted through e-
mail at dasmith@cisco.com.

Users Review

From reader reviews:

Ida Vanwormer:

Have you spare time for a day? What do you do when you have more or little spare time? Yes, you can
choose the suitable activity to get spend your time. Any person spent their spare time to take a stroll,
shopping, or went to the Mall. How about open or read a book titled Router Security Strategies: Securing IP
Network Traffic Planes? Maybe it is for being best activity for you. You realize beside you can spend your
time with the favorite's book, you can wiser than before. Do you agree with it has the opinion or you have
various other opinion?

Michelle Jarvis:

Do you certainly one of people who can't read pleasant if the sentence chained within the straightway, hold
on guys this kind of aren't like that. This Router Security Strategies: Securing IP Network Traffic Planes
book is readable by simply you who hate the straight word style. You will find the info here are arrange for
enjoyable examining experience without leaving also decrease the knowledge that want to supply to you.
The writer connected with Router Security Strategies: Securing IP Network Traffic Planes content conveys
the idea easily to understand by most people. The printed and e-book are not different in the articles but it
just different available as it. So , do you nonetheless thinking Router Security Strategies: Securing IP
Network Traffic Planes is not loveable to be your top listing reading book?

Raymond Langford:

You can spend your free time to learn this book this publication. This Router Security Strategies: Securing IP
Network Traffic Planes is simple to develop you can read it in the recreation area, in the beach, train in



addition to soon. If you did not have got much space to bring the particular printed book, you can buy the e-
book. It is make you simpler to read it. You can save typically the book in your smart phone. Consequently
there are a lot of benefits that you will get when you buy this book.

Ruth Paiz:

Many people spending their time frame by playing outside along with friends, fun activity using family or
just watching TV 24 hours a day. You can have new activity to spend your whole day by looking at a book.
Ugh, ya think reading a book can definitely hard because you have to use the book everywhere? It ok you
can have the e-book, taking everywhere you want in your Mobile phone. Like Router Security Strategies:
Securing IP Network Traffic Planes which is getting the e-book version. So , why not try out this book? Let's
observe.
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